(

Administrators guide to the
Matrix Control Panel




SETLING UP YOUN SEIVET .....ocvecveerererrernnsnsssnsssssesssssesssssssssssssssssssssssssssssssssssssssssssssssssssssessassessassenss 3

INEFOAUCHION. c.vuv vttt bbb bsssbsse b b s s s b s s b s s s s bbb s b s b b s s s baesas 3
Logging into the MatriX CONTIOI PANEL............cvveeeveerieeteetcetes sttt sasssass e e e sasssas 3
SEELING YOUTSEIT UP S @ USET «...vuvrverrrersesnssesessssssssssssssssssssssssssssssssssssssssassssssssssssssssssssssssssssssssssssssssssssssssssssssssssssnssssnses 3
Securing the MatriX CONTION PANEL........c..uveeeeureeenreeieeiireriseeiseeese e sissesseesase s s sssessssessssessssssssessssessssssssassasessasess 4
Adding your primary dOMain NAME.............evuerreenruenersssesnmsesssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssss 5
SEEEING UP DNS oottt a s b s s s s bbb s s s s bbb st s s b s ssn b sssasnsans 8
TUNING 0N SEIVICES «....eerereeriereeneeieeieeseeseesesssessesssesssesssessse st sssesssesssesssesssesssesssssssesssesssesssesssesssessssssssssssssssssssssanes 9
WED SEIVICE ..uvvverreerverriesesesesesssesessssssesesssssssssssssssssssssssssssessssesssssssssssssassssesssessssessssessssssssesssssssssssssessssssssssssssssssasssss 10
FTP SEIVICE....coueteeectctcici ittt ettt ses bbb bbbt b bbb bbbt bbb bbb sbssbsntses 10
QI SEIVICE «.oovveieereeciactssiesissessississ e ssssssssss s s bbb ss s sss s s s s s s s s sssssssesssnsssesssnsssnsssnsssnsssassnnses "
DINS SEIVICE....ou ettt siseis i bbb b bss bbb bbb b s b sse bbbt b sk bbb st sssbsssbsnsses 12
ManAging USErS AN GrOUPS.......ccceeeeeeerererererssssssssssssesssesasasasssnssssssssssssssssssssssssssesasssssssssssssssnsas 13
AddiNG @ dOMAIN GrOUP ....eurverreerierressiississ s ss st ssssssssssssssssssssssssssssss st sss s st ssss st s s st ssssssssssssssssssssnsses 14
DOMAIN GIOUP SEEEINGS......rvuereereereerisereesesssesies s issass s sasssssssssssssssssssssssssssassssssassssssssssssssssasssssassssssansssssasssnsssssanes 15
USBIS .ouvteereireinsissississsississtsssss st sss bbb ssssbssebssssssesssesssabssesssebsse s bssebese bbb s b st st s s s s st esisessenssees 15
The dIffErENT TYPES OF USEIS ....vuvveereersesssesesssssstsesssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssnsssssssssssssssssnsssnnns 16
AQUING @ NEW USET ..o sesssasssass s sassssss s s st s s s s s s s s sssss b s s s s s s st s bbb st st s s s b st s e s s sassasnsas 18
OVEIVIEW «.vvvreverereeseeesesssesessssssssssssssssssssessssessssasssssssssssssessssessssessssssssssssessssessssessssessssesssessssessssessssessssessssssssesssssssssassssesssssssssasssons 19
Setting up your customers dOMAINS..........ccccceeeeeeererersrnrsnsnsssseseeessssssssssssssssssssssssssssssssssssasns 20
DOMAING oottt siseeisessess bbb s ebssebsse bbb bsse bbb s bbb b s bbb bt e b st s bssbsnbses 20
DOMAIN SEHLINGS ..vovvververeerieresstss et ssss s s sass e b s s s s s s s s s s sas s bass s s s s s s s b sass s s s s s bass s s b sasssnsanes 20
It AOMAIN ..ottt ss s bs bbb bbb bbbt 20
PUDIISRING/FTP oottt sisssssessssesssss s ssssesssss st sssessssessssssssessssesssssssssssssesssssssssssssessssssssassss 21
Default Documents and Web apPlICATIONS..........c.uceververiceiectesi sttt bbb bbb bbb bbb sannen 22
AddiNg AN @MAIT ACCOUNT ..ot ss s s st s s st st st s s s s st bbb s s b s e s s e sasnnes 23
AddING AAAItIONAI SEIVICES......cvurrerreerierrrersrisssisssisssess st sssssssss st s ssssssssssssss st st ssssssssssssssssssssssssssssssssnsens 24
Microsoft FrontPage 2000.............evverrveererreesnssessssssesssssesssssssssssssssssssssssssssssssssssssssssssssssssessssssssssssssssssssssesssssssssassssssssssssssssssnns 24
DATADASES ....veorverererriisriee ittt sttt 25
PaSSWOIA ProteCted WED FOIARTS ...ttt s ssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssnsssnsssees 26
Folder SECUtY and PEIMISSIONS ..........evverrreerrrssresessessssessssssssssssssssssssssssssssssssssssssssssssssssssssssssssssessssesssssssssssssssssssssssesssssssssasssns 29

DNS CONFIGUIATION ...oovrverteciesiesieste sttt s s s ssss bbb bbb bass bbb e b s s b s e bass b st s b s bnstanns 30
Add NEW ZONE (OMAIN) ...vvuvrverrrerrereriseieseiieesssesessessssesessessssesssessssessssessssessssssssessssessssessssessssesssessssessssessssessssssssesssessssessssesssseses 30

EQIt @XISEING ZONE .....ovevrvereeeeeesesseesstse sttt ssssss s sssssssss s s s st s bbb SRR s s b s st 31
AdMINISTEIING YOUE SEIVET .....cecceerrrrrererersasssssesssssasssssssssasasassssssssssssssssasasessssssssasssssssnsasasassssses 31
SBIVEE STATUS...veveverrrerresersesesessesssesssssssssssssssesssssssssssesssssssssssssssesssssssssssssssssssesssssssesssesssesssesssesssssssessssssssssssssssssssssssses 31
Backup/Restore Emails and WeDSIte CONTENT..........ccuevuveveerenereriesiesesiesss st sessass s sass s sasstessasssssassasssassassans 32
BACKUD. c.vtee ettt st RS R R R AR b e 32
RESTOTE ..o eeeeeceeceseeseeaeiseise s eb bbbttt 33
REDOOTING YOUE SEIVET ..ouvvevevertrereesteste sttt sesssssssssstss bbb sssssssss s sssssssssssssssssssssssssssssssssssssssssnsssnsssnsssnes 33
SOTEWAIE UPAALES ....vvoorveereerresesesessssssessssssssssssssssssssssssssssssssssssssssssssssssssssnsssssssssssssssssssssssssssssssssssssssssssssssssnssssnsssnns 34
DINS DEIAUILS c..vvvevesreeriecessressissssessssesssssssessssessessssssssesssssssssssssesssssssssassssssssssssssssssssssassssasssssssssssssssssssssssssssassssssss 34

DNS ZONE @UILING ......vvereererreerissiesisstsesisstsstsssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssnsssnns 35



EVENEI00S c.vueeertectestcste sttt sttt b s bbbt bbb bbb bbb bbb bbbt s b st st ens 36

(PU USAQR GRAPNS......rverrerresrenssesssesssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssnsssnsses 37
NETWOTK USAGE GrAPNS.......cververtecrtcstcste sttt st bbb s bbb bbb bbb bbb bass e bassbesssessbanstenns 38
MEMOTY USAGE GIAPNS ....evvverervesrerrsesrsesesssesasesesssssssssssssssssssssssssssssssssssssssssssssssssssssssssassssssssassssssssssssssssssssssasssasssss 39
SYSEEM INTOIMALION ......coeovvecseesieestes st ses st ss bt s s s s s bt s s b st s bR b s s s s s b s s s b s s b senes 40
NETWOTK CONFIGUIATION <....vevveteetste sttt sttt b s bbb bbb bbb s bbb ss s b s benns 40

Date and time CONFIGUIALION.........c.ucvuerierieriese sttt b bbb bbb bsssbass bbb sasssansbanns 41



Setting up your server

Introduction

Your Windows dedicated server is a separate, stand alone unit installed within our data
centre. This allows you to configure your server in any way that best suites your business
needs. To help you along the way, your server comes with an installed copy of our domain

management control panel, known as the Matrix Control Panel.

The Matrix Control Panel allows you to administer domains and associated services, while
also giving you the freedom to allow your customer’s access to your server in a controlled
environment, at your discretion. This guide will explain how to get the best out of the

Matrix Control Panel, and show you how it interacts with your server in the background.

Logging into the matrix control panel

Using a web browser, enter the following URL in the address line: http.//jp-address:5555,
where jp-address should be one of the IP addresses allocated to your server. You will be
presented with a login screen where you should enter the administrator username and

password, as advised in your signup email.

Quick tip: Usernames and passwords are case-sensitive.

Setting yourself up as a user

While you can access the Matrix Control Panel using the admin username and password, it
is good practice to create yourself a new user account, and only use the admin user when

needed.



Step 1 Click on users in the Serversection of the left hand navigation bar.

Server

Status
Domains

Domain Groups
Users
Reboot

Software updates

Step 2 Click Add new user. The new user form will open. Enter your chosen username, then enter

and confirm your password in the text boxes provided.

Step 3 Once done, ensure that the System Administratorbox is ticked, and click Add.

Securing the Matrix control panel

You can ensure that your connection to the Matrix Control Panel is secured by encrypting
your connection to it with SSL. It is strongly recommended that you enable SSL encryption,
since you are passing sensitive passwords and other information across the internet whilst

using the web interface.

g Note: This process will generate a self signed certificate. As this SSL certificate is
not issues by a recognised certificate authority most web browsers will show a
warning when attempting to connect. However your connection to the server
will remain encrypted.

Step 1 Click SSL in the Configuration section of the left hand navigation bar.
Step 2 Click Install SSL. A new form will appear.

55L Encryption for Admin
Country Code (e.g. US)

State/Province/County |Er‘| gland |
City/Town |Gloucester |
Organisaticn |BObS domains
UnitiDept. |Hosting admin

Mame [to appear on
certificate)

E-mail address |0b@b0bsdomain.co.u|{

Install 551

|Bobs Domains Ltd




Step 3

Quick tip: If SSL is already installed you can un-install it by pressing the Uninstall
SSL button. The change will take effect next time you restart the web admin

service.

Organisation

This should be your company's full legal name.

Unit/Dept

This should be a department name, such as 'support’ or 'sales'.

Name (to appear on certificate)
This should be the fully qualified domain name (primary domain name) of the
server. It is also possible to use the IP address. This name must match the name
used in URL requests otherwise your browser will complain about a certificate

mismatch.

E-mail address

This should be a point-of-contact email address for the certificate owner.

Click Install SSL to generate the SSL certificate and private key file. SSL will not actually be

enabled until you restart the web administration service.

6 Note: When SSL is set up, you will need to use the https:// URL prefix when
accessing the web interface.

Adding your primary domain name

Adding a domain to your server has been made as simple as possible. The first domain
added will become the server's primary domain. The primary domain is the domain that
will be used for your server's DNS server, so that ns1.primary-domain-name will be the DNS
server for all the domains on your server. With this in mind, you may wish to choose a
primary domain representing your hosting company, e.g. 'myhost.co.uk’. The domain
name does not have to be registered with a naming authority at this time. Although this

can be changed at a later date it is best to set it up with your chosen domain at the start.



For example: When Bob sets his domain names up on his server he would like to use the
nameservers ns1.bobsdomain.co.uk and ns2.bobsdomain.co.uk, so this domain name will

be the first one he adds to his server.

Step 1 Select the Domains button in the Server section of the menu bar.
Step 2 Click the button marked Add New Domain

Status
e Add New Domain Add Hew Alias
Users —_—

Reboot
Software updates

Step 3 The add domain screen will appear, this will ask for certain details needed to configure the

domain as you want.
Add New Domain
Add to group: default +

Domain name: hnp;_.-_.mmjbnbsdcmain.cc.uk |

Add Web site
P Address: | 21317122075 v |
Add CGl support
Md Mail support
Add Initial DNS entries
Disk Quota (MB):

Create a new user to own this domain

Usemame: |bnbsusername |
Password: |||llllllllll |
Confirm Password: |||llllllllll| |
' ;
Select an available Mone
OWNEr:
Add
Add to group

Leave this as 'Default’ and the domain will be put into the Default group. If you do
not wish to make use of the domain grouping facility you can put all domains into
the Default group.

Domain name

The domain name you wish to add; do not include 'www' as this is added for you

automatically.
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Add website

Leave this box checked if you want the domain to have a web site.

Add CGlI Support

If this box is checked then the domain will be able to run CGl scripts and programs

that are located in the htdocs/cgi-bin directory of the web site.

Add mail support

If you want the domain to be able to receive mail make sure this box is checked.

Without mail support, the domain owner will not be able to create mail boxes.

Add Initial DNS entries
If this box is checked then a DNS zone will be created on the server for the new
domain. If you are using your own nameservers then you should choose this

option.

Create a new user to own this domain
Add the details of a user who will be able to upload files and manage this
domain's web and email settings. As a system administrator you will also be able
to manage this domain. In most cases you will want to create a new user to own

the domain.

O Note: Usernames should contain alphanumeric characters and periods only, and
must not begin with a number. Usernames must be unique across this server.

Select an available owner
The drop-down list will contain all domain-level users that are not currently
assigned to any role. You can choose one of these users to own the new domain. If
you choose None the domain will be owned by the system. It is also possible later
to assign an administrator or domain group administrator to be the owner of a
'system' domain. This will allow several domains to be controlled and accessible by
one user, which can be useful when running sites which need to share files. This

option is also useful if you have a customer with multiple domain names.

Step 4 Click the Add button; the control panel will return to the domain list which should now
have an entry for the newly added domain. If this is the first domain added you will be

informed that it has been set as the primary domain for the server.

You have now created a domain which includes a web site responding to 'http.//domain-

name/ and 'http.//www.domain-name/.



Step 1

Step 2

6 Note: These addresses will not be valid on the internet until you have pointed
them to your server.

Setting up DNS

Every domain name on the internet has at least one name server (DNS server) associated
with it, but usually two are used in the event that one fails. A name server is a server that
translates domain names into IP addresses. The IP address can then be used to connect

directly to the server hosting the domain name.

Every domain added to the server (excluding test domains) will have to be registered with
a naming authority. There are many internet-based companies offering domain name
registration. When domains are registered, one piece of information that is always required
is the primary and secondary name servers responsible for the domain. These often take
the form:

e nsl.primary-domain-name.com

e ns2.primary-domain-name.com

To mimic the existence of two name servers (e.g. ns1 and ns2), both of the server's IP

addresses can be used, one for ns1, the other for ns2.

The primary domain name is automatically assigned nameserver records within the DNS of

your server when set up.

Click DNS in the left hand menu, then click Configure DNS.

In the £diit existing zone section, select your primary domain name and click Edit.

Edit existing zone

Select zone to edit:

bobsdomain.co.uk

@


http://help.matrix-servers.com/linux/v3/docbook/admin/ch04.html

In the Addresses (A)section, you will see a list of all the DNS records that have been set up.

Here you will see the IP addresses for both ns1 and ns2.domain-name.com.

Addresses (A)

hs1 |pe.zoezo1.117 N | A
Q:sz §8.208.201.184 j EEAE
| | |88.208.201.117 EESE
i | 38.208.201.117 EESE
mail | [35.208.201.117 EESE
ftp | |88.208.201.117 I crance | oeiet
| | =

m

1]
)
m

m
)
m

m
)
m

11
)
m

m

Step 3 To register your name server on the internet, you will need to contact the company that
registered the primary domain and ask them to add two host records ('ns1' and 'ns2') to the
domain. You will need the host names and IP addresses of your server:
ns1.primary-domain-name.com - the first IP address assigned to your server

ns2.primary-domain-name.com - the second IP address assigned to your server

For example, with the primary domain bobsdomain.co.uk, and using the details shown in
the screenshot above. We would request the records to be set as follows:

e nsl.bobsdomain.co.uk 88.208.201.117

e ns2.bobsdomain.co.uk 88.208.201.194

These changes can take up to 48 hours to become active across the internet, due to DNS

propagation and caching.

Once all steps have been completed, and time has been allowed for DNS changes to
propagate, the web and mail server for the primary domain should now be accessible.
Visiting http://<primary-domain>:5555 in a web browser should take you to the web

admin pages.

Turning on services
Your server comes with a number of services useful for hosting websites. By default these

services are disabled, although it is quick and easy to enable all the services that your

server will need at the click of a button.
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Web Service

To view the status of your web services, click on Web in the Services section of the left

hand navigation menu.

This screen shows the status of the IIS web server and the web administration (matrix

control panel) server. It also allows these services to be restarted.

Web Senrar (15 Started

Web Admin Server Started

Use the Start, Stop or Restart buttons to start, stop or restart IIS. The Web Admin server can

only be restarted.

FTP Service

To configure your FTP service, click FTP in the Services section of the left hand navigation

menu.

Using this screen you can start, stop or restart the FTP server on your server (Matrix FTP).

You can also edit FTP settings.

FTP Server

hdatriz FTF Started

Settings

hdaximum Users Lagged In: |[| |

Welcome banner: | |

Use the Start, Stop or Restart buttons to start, stop or restart the FTP server.

Maximum Users Logged In (0 for no limit):
Use this setting to limit the total number of connections to the FTP server. The

default setting in 0 (no limit) .

Welcome banner:

This is the welcome message that users receive when they log into FTP on your
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server.

Click the Change button to apply new settings.

6 Note: You must restart the FTP server before the new settings will take effect.

Mail Service

There are three components to the mail service running on your Dedicated server. These
are the SMTP, POP3, and Message Queue services. Using this screen you can view the
status of each of these services and stop or start them individually. You can also adjust the

SMTP relay status of your server.

il atrizz POP3 Started
Il atrizz SMTP Started

llessage Queus Started

Sent SMTP Meszages: u]
FOP Meszage Retrievals: u]

Open Relay
SMTF Open Relay Status:
| Disahled v|

_I';'lFI FI | '_|I|'

Use the Start, Stop or Restart buttons to start, stop or restart any of the individual email

services.

Matrix POP3:

Allows users to retrieve messages in their mailboxes using a mail client such as
Microsoft Outlook.

Matrix SMTP:

Allows users to send messages from mail clients, and received messages from

other mail servers.

Message Queue:

Queues all messages which are sent to accounts which are not on this server, and
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sends them to the appropriate destination mail servers.

Below the service controls is a table showing the total count of messages through the

Matrix SMTP server, and the number of retrievals through the POP3 server.

SMTP Relay Status:

Should normally be set to allow local domains to relay mail through the server.
Disabled: Stops SMTP traffic

Enabled (local domains only): Will allow only mailboxes hosted on the server to

send emails.

Enabled (Authenticated): Is a more secure option for your server as customers will
also have to provide their mailbox username and password to send email through
your server.

Click the Apply button to update relay status.

DNS Service

To view or edit your DNS service, click DNS in the Services section of the left hand

navigation menu.

This screen allows you to start, stop or restart the DNS server on your server. There is also a

link to the configuration screen for DNS zones.

F 2 |
sl mnrrlx Logged on a= jon.dainton
gl vioows & e s

Status

Domaing Microsoft DNE Started m Restart

Domain Groups
Uzers

Configure DNE
Sofhuare updates
ReboottShutd o

ieh
P

.
=

=

ai

DHE

Use the Start, Stop or Restart buttons to start, stop or restart the DNS server.



Important: When the DNS server is stopped, some system services may not work
correctly as they will not be able to resolve domain names.

Click on the Configure DNS link to go to the main DNS configuration screen.

More details on configuring the DNS service can be found later in this article on page 34

Managing users and groups

You can view, add and configure domain user groups by clicking Domain groups in the

Serversection of the left hand navigation menu.

This screen shows a listing of all the domain groups set up on your server. Domain groups
are collections of domains. They help to split up large numbers of domains into logical

groups. A group administrator can only modify, add and remove domains within their

group.

r -
s] mﬂr[lx Logged on as: jon.dainton
" gl vvoows I8 e e
| Server

Status

Domains {+} hobshosting 0 bill il
Lomain Groups ﬁ} Default 1 a System I:‘

Users

Software updates
Reboot’Shutd ovn elete @ Add Mews Domain Group

Services

If you have not yet set up any new domain groups then the only group listed will be the
Default group.

For each group listed there are links to configure group features and to jump to the
administration level for the group. The owner(s) of each group are also shown.

Setup

To add a new domain group, click on the Add New Domain Group button. To remove one

or more domain groups, select the relevant checkboxes in the list then click on the Delete
button.



6 Important: When you remove a domain group, all the domains it contains are

also removed. This includes all of the web and email content for those domains.

Adding a domain group

This screen allows you to add a new domain group to the server. You can also create a new
user to own the group or select an existing available owner.

Group Mame: | |

Create a new user to cwn this domain group

Username: | |

FPassword: | |

Confirm Password: | |

Select an available Mone v

owner:

Group Name:

The name that you want to give the new group. The name cannot be the same as
any other domain group name, and it cannot be the same as any administrator

user's name.

6 Note: Group names must be between 4 and 16 characters long.

Create a new user to own this domain name:

In most cases you will want to create a new user to own the domain group.

6 Note: Usernames should contain alphanumeric characters and periods only, and
must not begin with a number. Usernames must be unique across the server.

Select an available owner:
The drop-down list will contain all unassigned domain-group level users. You can
choose any of these users to own the new domain group. The contents of their

current home directory will be moved to their new home directory within the new

domain group.

When you have completed all of the required fields press Add to set up the domain group.



Domain Group Settings

This screen allows you to limit certain resources that are available to a domain group.

Edit Domain Group bobshosting

Maxirmum Dormains (0 for no limit) |{] |

Can sdd domains

Can remove domains

Apply

Maximum Domains (0 for no limit)
Set this value to a number greater than 0 to limit the maximum number of
domains that can be added to a domain group. No domains will be removed if you

set the number to a value lower than the number of domains already in the group.

Can add domains

Select this box to allow new domains to be added to the domain group.

Can remove domains

Select this box to allow domains to be removed from the domain group.

Users

This screen lists of all the users on the server. For each user there are links to alter user

properties and to the domain or domain group they are responsible for (if any).
Status
Domains g admin System

Domsin Groups :
— bob Group bobshosting
Users

Reboot

Software updates Available Users

Web fhiest Domain

ETE

SSH
. Add New User
Mail

The list is divided into £nabled Users who are system administrators or assigned to a
domain group or domain, and Available Users who are not currently assigned to a domain

group or domain.
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Quick tip: Available Users cannot log into the web control panel until they are

assigned a role.

To add a new user, click on the Add New User button at the bottom of the page.

To remove one or more users, select one or more checkboxes in the list then press the

Delete button.

Quick tip: If you remove an 'Enabled User' the domain group or domain they

were responsible for will not be removed but may become owned by the system.

To edit user properties, click on a username.

The different types of users

There are three distinct access levels within the Matrix Control Panel. They each have
different configuration options and form the base logon screen for each of the three

different security levels.



System administrators log into the Matrix Control Panel at the 'home' level (coloured
green). From here, the user can start and stop core services such as the web server, FTP or
email. Major configuration tasks which affect the entire server are only accessible to system

administrators.

Server Services

Status

Domains Web Stopped
Domain Groups ETP Stopped
Users Mail (POPIIMAP/SMTP) Stopped/Stopped/Stopped
Reboot DNS Stoppad
Software updates
Web
FTP User 0.00% I:I
Mail
DNS

2 |

Memory Usage

-
1]
b=l
=]
=1
=

3

o Physical  11.07% .:I 441MB Free [438MB Total)
= Virtual 0.00% l:l 488MB Free (486ME Tatal)

Drive Space Usage

11

;

S m
Configuration / 16.59% .:I 3.8GB Free (4.6GB Total)
SS5L home 5.27% I:I 62.0GB Free (85.5G8
Network Total)

Date and Time juar 12.08% .:I 4.0GE Free (4.6GE Total)

Alerts

Server

Up time: 77 days, 2 hours 21 mins, 48 processes, load average:
0.00, 0.00, 0.00

This user interface can be loded to prevent further changes to
the existing configuration oE

Domain group administrators log into the web interface at the 'domain group' level
(coloured orange). The domain group level allows administration of an individual domain
group and the domains within it. Depending on the privileges of the domain group,
domains can be added and removed from the group using the Domains menu option.
Domain group administrators can navigate down to domain level but not up to the 'home'

level available only to system administrators.

LOG OUT | ONLINE GUIDE

mﬂr[lx Logged on as: admin

Systemn Admin | Group [bobshosting]
ST
Status
Domains Web Stoppad
Users ETP Stopped
[ Services | Mail (POP3/IMAPISMTE) Stoppad/StoppediStoppad
Web DNS Stopped
SRy
DNS

Memory Uszage

Physical  11.07% .:I 441MB Free {498MB Total)
Virtual 0.00% I:I 438MB Free {4868MB Total)

Up time: 77 days, 3 hours 18 mins, 48 processes, load average: 0.00, 0.00, 0.00
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Domain administrators log into the web interface at the 'domain’ level (coloured blue).
Settings which affect a single domain can be configured, allowing the starting and
stopping of individual web sites, configuration of web directory security, email settings and

other domain-specific attributes.

LOG OUT | ONLINE GUIDE
mnrnx P
System Admin | Group [defaulf] | Domain in.co.uk]
Status Up time: 77 days, 3 hours 22 mins
User Total HTML page requests:
Web Taotal hits:
ETP Total files:
Mail Bytes transfemed
MySQL
Emor Docs
Security Wb Stopped
Ussge Mail [POP3/IMAPISMTE) Stopped/Stoppad/Stopped
Emor Lon

6 Note:

e The server can have several system administrators.
e Each domain group can have several domain group administrators.
e Each domain can have only one owner.

Adding a new user

You can add a new user by clicking Users in the Serversection of the left hand navigation
menu. At the foot of the screen listing all users, click the Add new user button to start the

new user wizard.

User Information

Username: | |

Password: | |

Confirm Password: | |

Add User As:

System Administrator
D.\.'nEr of Group: bObShOStiI"Ig b
Owner of Domain: | bobsdomain.co.uk vl
= Users List
Username

Usernames must be unique across the server and cannot begin with a number.

Password

Passwords are case-sensitive and must contain a minimum of 5 characters.
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Add User As

Select the radio button corresponding to the access level of the user you wish to
add. For domain group or domain level, you must also choose the domain group
or domain that you want the user to be responsible for. If there are no un-owned
domains on the system you will not be able to add a user at domain level, this is

indicated by N/A instead of a drop-down list.

Overview

This screen allows the setting of user attributes such as passwords and FTP access rights
(for enabled users). It also allows the overall role of a user to be changed.

New Password: |..... |
|

Apply

System Administrator
Owner of Group:
D.vnEl of Domain: | None N

S5SHIFTP Access
S5H access allowed
FTP access allowed

Confirm Mew Password: |i....

# Users List

Change Password

The password set here is required for access to the Matrix Control Panel and for
SSH/FTP (if enabled).

6 Note: Passwords are case-sensitive and must contain a minimum of 5 characters.

Access level and ownership

You can change the access level of a user by selecting the appropriate radio button. The
drop-down lists allow you to select which domain group or domain you wish to associate
the user with. If you select None the user will become unassignedand the domain group or
domain they were previously associated with may become owned by the system. Click

Apply to enable changes.



Setting up your customers domains

Domains

This screen shows a listing of all the domains and domain aliases on your server. For each
domain there are links to alter domain features and configure domain settings. The domain

group and domain owner each domain is associated with is also shown.

F v J
mﬂr[lx Logged on =4 jon.dainion
Systern Admin
winpows i€ /] ’

Darmains «r bobsdomain oo uk Defsult Eob

Domain Grougs <
Lhan

e 0w |

Babgot/Shutdown

To add a new domain, click on the Add New Domain button.
To remove one or more domains or domain aliases, check one or more checkboxes in the

list then click on the Delete button.

To alter the features available to a domain click on the ﬂ.To go to a domain level
administration screen, click on a domain name in the list.

To jump to a domain group administration screen, click on the domain group name next to
a particular domain.

To view or change the attributes of a domain owner, click on the Ownername

corresponding to the domain.

Domain settings

Depending on whether the domain has web and/or email facilities, this screen allows you

to configure various domain options.
Web Site
El Mail Account

Edit domain

Here you can choose whether you want the domain to have website and/or email facilities.

You can also set the domain's disk quota in MB, if quotas are available.

Page 20 of 41



O Important: If you remove the mail account from a domain all mailboxes and
content will be deleted. If you remove the web site from a domain all website
files will be deleted.

Publishing/FTP

Once the primary domain name is live, you can start uploading website content to your

server. You can use any FTP software to upload web content.

Any FTP software will use the following information.

e Hostname/Address: ftp.<domain-name> or the IP address of your server.
e Username: The username you chose when adding the domain you want to access.
e Password: The password associated with your username.

Once logged into the FTP server, the servers current directory is set to the home directory

of the domain that the user administrates.

If you are logged in as a system administrator the whole hard disk is accessible. D:/home/
holds all of the web-system files, with sub-directories for each domain group. Within each
domain group directory are the domain directories for each domain. The general hierarchy
is:

e D:\home\<group-name>\<domain-name>

If logged is as the group administrator, the path below the group directory is hidden

through FTP, so only the domain directories are listed.

If logged in as a domain administrator only the contents of the domain directory will be
visible through FTP.

Quick tip: Setting the ownership of a user to Mone will cause that user to become
inactive. An inactive user cannot access the server through FTP or the Matrix
Control Panel. Inactive users can be re-enabled by setting their ownership back

into a domain or domain group.



Default Documents and web applications

When someone visits a domain on your server, the server will look for the default
document within the htdocs folder of the domain name. Your server is configured to look

for afile called /ndexor default, to display as your home page.

Each directory of a website can have a different default document. By default these

documents are displayed in the following order of precedence:
e Index.wml
e Defaultwml
e Index.htm
e Index.html
e Default.html
e Index.asp
e Default.htm
o Default.asp
e Index.shtml
e Index.stm
e Default.shtml
e Index.shtml
e Default.php
e Index.php
e Index.aspx
e Default.aspx
e Index.pl
e Default.pl

The first document found by your server matching one of these files names will be shown
by default.

You can change the files names within this list, and the order or precedence within the
Folder permissions section of your Matrix Control Panel, select the domain name, then

click Permissions in the Web config section of the left hand navigation bar.

Click Settings next to the folder you want to edit. The default documents can be amended

by editing the text field in the Default documentsfield, then clicking Apply.

O Note: You should only enter one file name per line of text.



Step 1

Step 2

Step 3

A web application can be created by entering an identifying name into the application

settings form and clicking Change. An application will be created if necessary.

Adding an email account

If the web interface is not already displaying the screen for the new domain (denoted by a
blue background), then navigate there by clicking on the Domains menu item then clicking

on the name of the domain.

Click the Mail option from the menu bar. As well as the status of the mail servers on the
server, all of the mail boxes and aliases for this domain are listed. Initially, the lists will be

empty.

Services

Web

Click the button marked Add a new mailbox.

Mail boxes on bobsdomain.co.uk

Add nevw mail box

Enter the following information;

Quick tip: All settings, except for the mailbox name can be altered at a later date.

Box name:
The name entered here will form part of the email address before the @ (e box-

name@domain-name.com).

Full owner name:

This name is for reference purposes only and is not used by the mail server. Usually this is

used as the real name of the person for whom the mailbox is being created.

Password:

Enter, then confirm, a password in the text box provided. This password will be needed

when using a mail client (such as outlook) to access the box’s email messages.



Step 4

O Note: The password is case sensitive.

Click the Add button to create the new mailbox. When using an email client to access

messages, the following login information should be used.

POP3 server:

mail.domain-name.com (or the servers IP address)

SMTP server:

mail.domain-name.com (or the servers IP address)

Username:

Mailbox-name@domain-name.com

Password:

The password entered when setting up the mailbox.

Adding additional services

You can also add additional services such as FrontPage extensions, databases, and

password protection to a website.

Microsoft FrontPage 2000

Microsoft FrontPage 2000 is a web publishing application that allows users to easily and
quickly create website content. It can also interface with servers directly, negating the need
to FTP website files in order to make them live. In order to do this FrontPage needs some

server-side files to be present on your server.



Step 1

This can be automatically configured by enabling FrontPage through the Matrix Control
Panel. Above the folder permissions screen is a form allowing FrontPage extensions to be
installed. Simply choose a username and password for the FrontPage user to access their
website and click the Create button.

' |
mﬂr"x Logged on & jon dainton
[WiNDOWS | "B Sustem Agrmin | Guoup (Defayil] | Domain [bobsdomain. oo uk]

Slatia Frentpage Extensions are not cumently intalied
o —
Esonp
Pasewons
s ot e
m
Web Config
Parmissions Folder Parmissions
Catabases !
: FIEF 1) e
NS N bt it [ reiease |
isspnet_clientsystem_wesi2_0_50727 m
e [ change [} seings

6 Important: FTP and FrontPage Extensions conflict. If you have FrontPage
Extensions configured on a domain name do not use FTP to upload or change
the directory structure for the domain name. Doing so may cause Frontpage to
stop working correctly.

Databases

The Matrix Control Panel allows the creation of ODBC (Open Database Connectivity)
datasources, allowing applications ODBC access to databases. ODBC provides a layer
between the application and the database, so providing a standard interface to many
supported databases.

You can set up ODBC datasources from the databases option in the menu bar. From this

screen, the required database type can be selected.

Select the domain name, then click Databases in the Web Config section of the left hand

navigation menu.
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Step 2

Step 3

Select the ODBC driver type from the drop down menu, and click Add.

Add Datasource

ODBC Driver Type: Microsoft Excel Driver (" xls) v

Depending upon the datasource, different options will now appear. The Namefield will
need to be entered for all the different types of datasource as it is the identifier used to

access the datasource from applications.

Once you have entered the information required, click Create to create the datasource and
return to the screen of available datasources. A warning will appear if the path to the

database does not exist.

Note: Some databases (such as paradox) require the path to the folder, rather
than afile (such as access). With databases using a folder, each table within the
database tends to be a separate file within the folder.

ODBC datasources can be accessed by name using ASP and other scripting languages. In
addition, most compiled languages have code library’s to allow access to ODBCD
datasources. Full support for ADO (Active Data Objects) comes as standard with your

server.

ODBC datasources can also be used to authenticate access to certain folders of websites.

Password protected Web Folders

The Matrix Control Panel has the ability to provide support for restricting access to folders
within websites. This allows users to protect areas of their website with a username and

password.

6 Important: Protected URL's can cause conflicts if using FrontPage Extensions.
Every time FrontPage attempts to access one of the protected folders a
password dialogue may be displayed. Administration can be made much easier
by adding the FrontPage username and password to the database or text file
used for any protected URL's.

The Matrix Control Panel can check authentication against a text file or ODBC datasource.
The advantage of this method, rather than using Windows users for authentication is that it

is easy for a web based application or script to maintain membership details without



administrator intervention.

Text file authentication requires the path to a text file containing usernames and
passwords in a username=password format. For example:

User1=password1

User2=password2

User3=password3

The file must be stored in plain text, with no formatting characters.

Quick tip: Use notepad to edit your text files. This will ensure that no formatting
can be added to the file.

To use a database, an ODBC datasource must be set up, and the database must have a

table with both a username and corresponding password field.

Password protected URL's can be added from the screen accessed by the Security option in
the menu bar of the Domain administration. On this screen is a list of protected URL's that
have already been added, and a form allowing the creation of a new protected URL if

needed.

If a members folder (as above) is to be protected members should be entered into the
single field on the Add password protected URL form. Having clicked Add, a new screen is
displayed allowing customisation of the protected folder. The options that should be

populated are as follows:

Validation data storage (Database/Text file)

e Select the authentication scheme; against a text file or ODBC datasource.

401 Access Denied HTML page (Database/Text file)

e The default Access Denied page can be replaced with any HTML page. If this field
is left blank, or the path entered does not exist, the default page will be used. The
file path is relative to the root of the website (which is the htdocs folder within the

domain tree).

URL Master password/confirmation (Database/Text file)

e These fields can be used to specify an overriding password which will always allow

access to the site. If these fields are left blank then the feature is disabled.



Text file path (Text file only)

e Thisfield is ignored if database authentication is being used. The text file path sis
relative to the root of the website (i.e the htdocs folder within the domain tree).
Make sure that any path is not viewable to clients of the website (the _Aide folder

is invisible by default, see the chapter on permissions for further information).

ODBC datasource (Database only)

e If database authentication sis being used then an ODBC datasource should be
selected from the list. A database containing user and password information

should also be selected.

Database login (Database only)

e If your database is password protected, the database login username must be

entered into this field.

Database password/confirmation (Database only)

e If the database you have selected is password protected, enter, and confirm, the

login password for your database in this field.

Validation table name (Database only)

e The name of the table within your database which contains fields for username

and password.

User field name (Database only)

e The name of the field/column within the table containing usernames of

acceptable users.

Password field name (Database only)

e The name of the field/column within the table containing passwords that match

the username of acceptable users.

Clear error log (Database/Text file)

e Ifan error was encountered the last time the database was accessed on
authentication, then an error message will appear here. Checking the Clear error

log checkbox will clear down this field.

Once all these fields have been populated click Apply to write the changes to the server.



Folder Security and permissions

Select the Permissions item in the menu bar. To the bottom of the main screen is a table
which represents the directory structure from the root of your website. The check boxes

allow the web permissions of a folder to be changed one at a time.

6 Note: These options are not available if FrontPage Extensions have been installed
on the domain name.

The options available are as follows:

Read: Allows files from the folder to be sent to the web browser. If this option is not set,

then no documents can be downloaded from the folder.

Write: Allows files to be uploaded (through the web browser) to the website.

Execute: Allows scripts and CGl applications to be run from the folder. This option should
not be used in conjunction with Write permissions, as this could allow an unscrupulous

web user to upload scripts to your server, then execute them.

Browse: If a default document for the next web folder is not found then with browse
permissions the web browser will display a listing of the folder contents instead of a file not

found error message. If browse is used, read permissions must also be enabled.

The image below shows the folders in their default permissions configuration.

‘ [ change |
::.srsant_diént".system_‘.veb".z_ﬂ_E-DTE?
i [ change [l settings |

O Note: FTP must be used to add and remove folders from the table.

The checkboxes indicate which permissions are set on each folder. Permissions can only be

changed one folder at a time. Once the appropriate check boxes have been selected click



Change to apply the new permissions to the selected folder on your server.

The image shown above shows the \cgi-bin\ folder with execute permissions. The \cgi-bin\
folder is traditionally used for any applications running on your server. Read permissions

are not necessary for folders with applications producing the content.

The * and greyed out folders denote that permissions are inherited from a parent folder. In
the case above, this is from the root directory. As such, changing the permissions of root
would also change the permissions of the images folder. If permissions of a folder need to
be set independently, then you should click the Release button.

DNS Configuration

This screen allows you to manually add a new DNS zone, to edit an existing zone (e.g. to

add new host entries) and to set default parameters for the creation of new zones.

Add new zone [domain)

Zone name {domain): | |

IP for default entries: |2131 7122075 |

Edit existing zone

Select zone to edit:

bobsdomain.co.uk
another. domain.com

DNS Defaults

Primary name server: |ns1.b0bsdcmain.co.uk |

Secondary name server

({optional) |n52.b0bsdomain.co.uk |
[ )

Administrator e-mail: |r00t@j0nisokisuppose.l

< DNS Status

Add new zone (domain)
When you add a new domain to your server, a DNS zone will be automatically created. You

can manually add a new zone to this domain if required. For example if you wish to provide

DNS service for a domain hosted elsewhere.
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Zone name (domain):

Is the name of the domain you wish to create the zone for, e.g. domain-name.com.
IP for default entries:

Is the IP address to use for the default entries in the new zone. The default entries

are host records for the domain itself, 'www', 'ftp' and 'mail'.

Edit existing Zone

To alter an existing zone, choose the zone name from the drop-down list and click Edit. To

remove a zone, use the Delete button.

Administering your server

Server Status

This screen provides a view of the status of the main internet services on the server (Web,

FTP, Mail and DNS), CPU and Memory usage, as well as free disk space.

Services

Web Stopped
ETE Stopped
Msail (POPIMAPISMTPR) Stopped/Stopped/Stopped
DONS Stopped

CPU Usage

Memory Usage

Physical  10.26% I:I 444MB Free (486MB Total)
Virtual 0.00% I:I 4BEMB Free (486MB Total)

Drive Space Usage
16.59% .:I 3.8GB Free (4.6GB Total)
/home 5.27% I:I 62.0GB Free (E5.5GB
Total)
Iar 12.08% .:I 4 0GB Free (4.6GB Total)

Server

Up time: 77 days, 0 hours 1 mins, 48 processes, lcad average:
0.00, 0.00, 0.00

This user interface can be lodked to prevent further changes to
the existing configuration o

The user interface can be locked or unlocked using the button in the bottom right hand
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corner of the page. When the interface is locked, no changes can be made to the server
configuration using the Matrix Control Panel. However, users can still log in and view status

information.

Backup/Restore Emails and website content

Backing up files is an important administrative duty. Backup and restore operations are
available at the domain group, and domain administrator sections of the Matrix Control

Panel.

In the domain group and domain administrator levels of the Matrix Control Panel a link
marked Backup will appear in the left hand navigation menu. Following this link will take

you to the backup and restore wizard.

Backup

The backup wizard will show you three options available to choose how best to back up

your email and website content.

Choose the files that you want to badkup

All =il
All 'Web Directories

All of the Above

Start Backup

All mail: Stores the mail (and box folders) within each domain.

All web directories: Stores all files below the htdocs folder in each domain.

All of the above: Will backup both emails and website content.

Click Start Backup to save the selected files.

Once a backup has been completed, the file name will appear in the list of backups.
Backups are only available at the level they were requested. For example backups
completed by a domain administrator will only appear in the domain administrator listings.
In addition, a backup performed in a particular domain or domain group will not be visible

elsewhere, on another domain for example.

Backups can be uploaded and downloaded from the server using FTP. They are stored in

the following locations:



Domain Group: d:lhomel<group-name>\~backup

e Iflogged in through FTP as a domain group administrator, the path that will be
visible will be \~backup folder.

Domain administrator: d:\home\<group-name>\<domain-name>\~backup

e Iflogged in through FTP as a domain administrator, the path that will be visible is
the \~backup folder.

Quick tip: All backups are stored in a gziped tar (*.tar.gz) format as this format
allows the storage of file/folder permissions. These files can be opened on a PC

using most modern decompression software.

Restore

From the list of past backups (in the table marked Restore), clicking on a filename will

change the screen to display the contents of the archive.

The option to overwrite existing files should only be used as a last resort if the file have
become irreparably corrupted, as all the files in the existing archive will replace existing
files. To avoid overwriting files that do not need restoring, you should remove or rename

any files that you wish to backup, then restore the archive with overwriting disabled.

Rebooting your server

Although there are a number of ways of rebooting your server, one method is through the
Matrix Control Panel. If you need to reboot your server to fix a fault, or after an update,

then it can be done from this page.

! |
y H ’

o et mﬂrrlx Logged on 85 |on. O&inton

Systam Admin

winoows IS
[ Server ) Controls
'Q'l:}'n WARNING Using the 'reboot command will siop all services on this

sarver. This control panel will osase to function whilst the reboot is

taking place

Press the Reboot button to reboot your server. You will be asked to confirm that you wish

to reboot.



The Matrix Control Panel and all the other services on the server will be unavailable for a

couple of minutes or so during the reboot process.

Software updates

From time to time, software updates will become available for your Matrix Control Panel.
The Matrix Control Panel may be updated to provide new features, or certain core services
may require security patches. Updates are automatically available from a central updates

server.

Re-install:

Indicates that the packages in the group are already installed. If you are having a
problem with a package in the group then choosing this option may fix it, as the

original package files will be re-installed. Press the Re-install to action the process.

6 Important: You are unable to remove packages or services through the Matrix
Control Panel, although this is possible by accessing the serve r itself. Removing
packages may cause your server to become unstable, we can only help with
issues regarding the Matrix Control Panel, any help requested after removing
packages from your server would come under the terms of our personal

engineers service.

DNS Defaults

These are the default parameters used in the SOA header records of newly added zones.

Primary name server:

The primary name server should be a host within the primary domain of this

server.

Secondary name server (optional):

If you have access to a secondary name server which can be used to provide

backup DNS for the domains on this server enter it here.

Administrator e-mail:
This should be a mailbox that is frequently read by the person responsible for

maintaining DNS on your server. Any mail regarding the domain will be sent here.



DNS Zone editing

This screen allows you to easily edit a single DNS zone. Records can be added, modified or
deleted using the GUl interface.

SOA (Start Of Authority)
Edit the values as required and then press Modify to apply changes.

another.domain.com S0A

Primary name server: |ns1 bobsdomain.co.uk |
Administrator =-masil: root@ijonisokisuppose |
Refrash Interval: I3H |
Retry Interval: |1 H |
Expire: |1W |
TTL: |1 D |

Maodify

Name Servers(NS)

You can add, remove or edit the name servers for this zone.

Hame Servers (NS5)

[ R
|ns1 bobsdomain.co.uk | m

|n52.bob5domain.cc—.uk | @
| [~

Addresses

Use this table to add, remove or edit A record entries in the DNS zone.

Addresses (A)

e (o IR B

| |[213.171.220.75 [ crance |
www |[213.171.220.75 [ crance |
ftp |[213.171.22075 EE
mail | 21317122075 | cnanoe |
| | |

Aliases (CNAME)
Use this table to add, remove or edit CNAME entries in the DNS zone.

Aliases (CNAME)

e

| | 23
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Mail Exchangers (MX)

You can choose to have multiple MX records for a domain name. Choose a priority

from the drop-down list when adding or modifying a MX record.

Event logs

The Matrix Control Panel provides a view of the Windows Event Logs, you can gather
information about hardware, software and system problems as well as monitoring security

events.

Your Windows server records three types of log.

Application log:

e The application log contains events logged by applications or programs. For
example, a database program may record a file error in the application log. The

program developer decides which events to record.

System Log:

e The system log contains events logged by the system components installed on
your server. For example, the failure of a driver, or other system component to
load during startup would be recorded in the system log. The event types logged

by system components are predetermined by Microsoft.

Security log:

e The security log can record security events such as valid and invalid logon
attempts as well as events related to resource use, such as creating, opening, or
deleting files. An administrator can specify what events are recorded in the

security log.
The event viewer will record these types of events:

& Error:

e Asignificant problem, such as loss of data or loss of functionality. For example, if a

service fails to load at startup, an error will be logged.

(1) Warning:
e Anevent that is not necessary significant, but may indicate a possible future

problem. For example, when disk space is low, a warning will be logged.



@ Information:

e Anevent that describes the successful operation of an application, driver, or
service. For example, when a network driver loads successfully, an information

event will be logged.

Setup

To jump straight to one of the common logs, click on one of the Quick Jumplinks. Logs are

displayed with the newest entries at the top.

web DN Application System Security TERSF

For a full selection of log types, use the drop-down list in the Select Log panel. Click on the
name of the log you wish to view then press Show.

Select Log

View Entries For: | System Messages Y|

CPU Usage Graphs

These graphs allow you to see processor usage on your server. Current usage is shown
along with historical data for trend analysis.
Daily Graph {5 Minute Average)

| — Processar Time (%) — User Time (%) |

1I:|D ' ' ' 1
sof feoocmeeeen beeoeeeee b booooeeec
Bof feoocmieece beeoeeeee beeee booooeeec
a0f-----1 EEY ERTE AR IR IR T CRREERES
204-----2 S EaF EEEREEE D RREEEREEE R bommnmeeme otk ﬁ

a ' { ' ' I

T T T T

12:00 PM 6:00 PM 12:00 &M E:00 A

Weekly Graph {30 Minute Average)

| — Processar Time (%) — User Time (%) |
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There are four graphs covering one day, one week, one month and one year. Current time

is at the right-hand edge of the graphs.

Usertime:

The amount of processor time (%) used by non-system processes, such as web applications

and servers (mail/FTP/web).

Processor time:

The total amount of processor utilization as a percentage.

Network usage graphs

These graphs allow you to see how many bytes have been sent and received through the
network interfaces on your server. Current usage is shown along with historical data for

trend analysis.

Daily Graph (5 Minute Average)

Metwork Traffic

200 k
100 k

0

18: 68 00: 00 06: 06 12: 00
O Bytes received/sec [l Bytes sent/sec

Weekly Graph (30 Minute Average)

Metwork Traffic

[/ A
Wed Thu Fri Sat Sun Mon Tue
M Bytes received/sec [l Bytes sent/sec

There are four graphs covering one day, one week, one month and one year. Current time
is at the right-hand edge of the graphs.
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Memory usage graphs

These graphs allow you to see how memory is being used on your server. Current usage is
shown along with historical data for trend analysis.
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There are four graphs covering one day, one week, one month and one year. Current time

is at the right-hand edge of the graphs.

Total physical memory available in MB indicated how much of the system’s RAM is being
utilized. The less memory available the more the server will have to use the hard disk to

compensate and the slower the server will respond.
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System Information

This screen displays information about the CPU and memory installed in your server.

Hardware

System

IC: ATMAT COMPATIBLE

System BIOS [ate 072205

System BIOS Version  INTEL - 20050722

femany (RAR) S03MB

Frocessar 0

Mame Intel Fentium 4 class

Spead () 2600 MHz

Wendar Intel Carporation

1L #2356 Family 15 Model 4 Stepping 1

Network Configuration

This screen lets you set the main network configuration parameters for your server.

Hetwork Information

Primary Domain: |b0b5d0main.cu.uk |
Primary name server: 213.171.192.248 |
Secondary name sewver:  [213,171,193.245 |
Er— 6. 208.200. 1 |

_»'l'q:u pl i

[8] Intel{R) PRO/MO0 VE NHetwork Connection

|98.208.201.117 | [255.255.252.0 |

|38.208.201.194 | [255.265.252 0 |
|88.208.201.185 | [255.255.252.0 | B
88.208.201.208 | [255.255.252.0 I crence | oeete

Add News 1P Address

6 Important: The network interface and gateway settings should not be changed
without authorisation from your ISP.

The Primary Domain:field should match the domain of the DNS server host being added to
DNS records. Both the primary domain and the name server host domain will default to the

first domain added to your server and should not need to be changed.
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The (optional) Secondary name server:can be set to point to a DNS server which will be

used for DNS lookups by system services should the primary DNS server be unavailable.

Date and time configuration

Through this screen you can set the date, time and timezone for your dedicated server.
Date: 04 Mar |2D[18

Time (hh:mm:ss): |15 |: |43 |: |03 |

Set

Synchronise with NTP Time Server

Sener |nq}.live~sew9|5.net |

Synchronise Mow

Server Time Zone

| Europe/London hd |

The easiest and most accurate way to ensure your server is always at the correct time is to
use NTP. To specify a NTP server, enter its hostname or IP address in the Serverbox and
press Synchronize Now. Lists of public time servers are available on the internet, at

http://www.eecis.udel.edu/~mills/ntp/servers.html
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